
AP Privacy Policy 

Last Updated: July 5, 2024 

This Privacy Policy (“Privacy Policy”) applies to any and all information that The Associated Press and its 
affiliates (referred to together in this Privacy Policy as “AP,” “we,” “us,” “our,” and other similar pronouns) 
collect through those AP web sites and mobile applications that link to this Privacy Policy (together, the 
“Services”). 

We may revise or update this Privacy Policy from time to time to reflect changes to our privacy practices. We 
will notify you of any changes to this Privacy Policy by posting the revised or updated Privacy Policy and its 
“Last Updated” date on the Services. If a revision or modification is material, we may also provide you 
notification via email (as applicable) or via the web site. Your continued use of the Services after the “Last 
Updated” date constitutes your acceptance of and agreement to the Privacy Policy, including its revisions 
and updates. You should periodically read this Privacy Policy to learn of any revisions or updates. Please note 
that this Privacy Policy does not apply to information that you may provide to us, or that we may obtain, 
where a separate privacy policy is provided. 
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1.  What Personal Information May We Collect? 

During your use of the Services (whether as a registered or unregistered user), you may provide us with 
information that relates to, describes, is capable of being associated with, or could reasonably be linked, 
directly or indirectly, to you (together, “Personal Information”). 

Personal Information may be collected directly from you, such as when you contact us via customer support, 
make advertisement inquiries, register for an account, or sign up for marketing emails. Personal Information 
may also be collected automatically, through your use of the Services or obtained from third parties.  
 
Personal Information collected may include: 
 

• User-Provided Information 
 

o Contact Information, including your name, e-mail address, phone number, and address. 
 

o Account Information, including your name, email address, and password. 
 

o Donation Information, including your name, country, postal code, and donation amount. 
You may be required to provide financial or bank information prior to making a donation. 
Please note, we do not store financial and bank information; such information is processed 
and stored by our payment processor, Stripe. For more information on Stripe’s privacy 
practices, please visit: https://stripe.com/privacy.  

 
o User-Generated Content and Feedback, including any Information, content, or comments that 

you submit to us, such as comments, photos, videos, audio, and text, whether submitted 
through online forms or social media platforms, by email, by phone, by mail, in surveys, or 
otherwise. 

 
• Automatically Collected Information 

 
o Internet and Service Usage Information, Device Information and Identifiers, including 

your IP address (which we may associate with your domain name or that of your Internet 
access provider or wireless carrier, and your location); unique ID number associated with 
your device; other unique identifiers such as advertising identifiers; web browser and 
operating system information; language of your device; wireless connections you are using; 
referring page that linked you to us; your activities, including browsing and transaction 
history; Pages, content, and ads you view or click on during your use of the Services, and 
when and for how long you do so; the next web site you visit after leaving our web site; and 
search terms you enter on the Services or a referral site. In addition, we may deploy tracking 
technologies through the Services to collect additional information about your use of the 
Services, as set out in the “Cookies and other tracking technologies” section of this Privacy 
Policy.  
 

o Location Data, including geographic location of your mobile device (a “Mobile Service”) if 
you have consented to location services generally through your device’s settings or 
accepted our request for geolocation access. Your device location may be transmitted to us 
whenever a Mobile Service is running (even if you are not actively using the Mobile Service or 
it is running in the background on your device). Your device may continue to transmit its 
location to us until you change your device settings. If you set your device not to transmit 
location information to us, certain features of the Services may not be available or their 

https://stripe.com/privacy


functions may be limited. For example, you will have to manually enter a location when 
conducting a search.  

 
• Information Received from Third Parties 

 
o Information from Public and Commercial Sources. In some instances, we may receive 

Personal Information and/or anonymous data about you from other parties, such as our 
affiliates, business partners, service providers, and other third parties. That information may 
be obtained online, offline, or through publicly available resources. We may combine this 
information with the information you provide and other data we already have about you.  
 

o Social Media Information. We may receive information about you from social media 
platforms when you interact with us on those platforms or access our social media content. 
Please note that the information we may receive from those third parties (such as Facebook, 
Twitter, LinkedIn, Pinterest, Instagram, TikTok, and Youtube) is governed by the privacy 
settings, policies and/or procedures of the applicable platform, and we strongly encourage 
you to review them before submitting any information using each social media platform. 

 
• Information You Provide About Third Parties 

 
o Some of the Services allow you to provide us with Personal Information relating to other 

parties. For example, our donation functionality may allow you to share a donation link with 
family and friends by providing us access to Personal Information such as names, email 
addresses, or phone numbers of your family and friends (together, “Third-Party Data”). 
 

o If you use any feature of the Services that allows you to submit Third-Party Data to the 
Services or otherwise permits the Services to automatically access Third-Party Data in your 
possession, you acknowledge, represent, and agree that: (a) you have the authority of the 
relevant third party for us to access and use the relevant Third-Party Data; and (b) you have 
notified these other parties and informed them how their information is collected and used 
by us to provide the Services. We reserve the right to identify you as the person who has 
made the referral in any messages that are sent to these third parties.  

 
o We use Third-Party Data to (a) contact such third party using the Third-Party Data provided, 

and/or (b) provide you with an editable template message designed to facilitate 
communication between you and such party through the Services. We may also send 
reminders or related messages to you and to third parties on your behalf from time to time, 
as and where permitted by applicable law. 

 
• Sensitive Personal Information. We generally do not collect or process Sensitive Personal 

Information. When you make a donation, you may be required to provide financial or bank 
information prior to making the donation. Please note, we do not store financial and bank 
information; such information is processed and stored by our payment processor, Stripe. For more 
information on Stripe’s privacy practices, please visit: https://stripe.com/privacy. 

2.  How May We Use Your Personal Information? 
 
We and/or our service providers may use the Personal Information we collect from or about you to perform 
the following functions: 
 

• Providing the Services. We may use your Personal Information to provide the Services and any other 
services you may request from us.  

https://stripe.com/privacy


 
• Monitoring the Services. We collect your Personal Information for monitoring purposes to help us 

diagnose problems with our servers, administer and troubleshoot the Services, calculate usage 
levels, analyze industry standards, and analyze transactions, trends, and statistics regarding the use 
of the Services.  
 

• Facilitating Donations. We collect your Personal Information to facilitate donations made to us via 
the Services.  
 

• Responding to Inquiries and Fulfilling Requests. We may use your Personal Information to respond 
to your inquiries and to fulfill your requests for information.  
 

• Communicating with You. We may use your Personal Information to send you marketing information 
about the Services, special promotions, and other items that may be of interest to you. We may also 
contact you on behalf of our third-party business partners about particular offerings of theirs that may 
be of interest to you. 
 

• Improving the Services. We may use your Personal Information to make the Services more stable and 
user-friendly, to analyze service issues, improve the design and content of the Services, analyze how 
the Services are used, offer new services, and to develop new Services and programs relating to the 
Services.  
 

• Personalizing the Services. We may use your Personal Information to personalize the Services 
based on your usage data, interests, and history with us. We may also localize the content and 
articles that are displayed to you based on your geographical location.  
 

• Advertising and Marketing to You. We may use your Personal Information to tailor ads displayed to 
you in the Services and elsewhere.  

• Providing Customer Service. We may use your Personal Information when contacting you regarding 
customer service or in response when you provide feedback. We may also use your information to 
send administrative emails regarding the Services or to inform you of any changes to this Privacy 
Policy, our Terms, or our third-party partner’s Terms.  

 
• Supporting Business Operations. We may use your Personal Information (both on an individual basis 

and in aggregate) to support our internal and business operations, including internal and external 
audits, market research, analytics, security, assessment of your level of interest in and use of the 
Services, e-mails, and other messaging campaigns.  

• Enforcing Agreements. We may use your Personal Information to enforce separate agreements 
between you and us, to enforce this Privacy Policy, our Terms, or our third-party partner’s Terms, or in 
connection with a transaction with a similar effect.  
 

• Safety and Security. We may use your Personal Information to detect, prevent, or otherwise address 
fraud or security issues, and to protect against harm to our, your, or third parties’ rights, property, or 
safety.  
 

• Fulfilling Other Purposes. We may use your Personal Information to fulfill: (a) any other purpose for 
which you provide it; (b) any legal or regulatory requirements and any of our internal policies; (c) other 
purposes disclosed at the time of collection; (d) any other purpose with your consent; and (e) any other 
purposes set forth in this Privacy Policy.  

 



3.  With Whom Do We Share Personal Information We Collect? 
 
Except as otherwise described in this Privacy Policy, we do not sell, share, rent, or otherwise disclose your 
Personal Information that we collect from the Services to any third parties for monetary or other valuable 
consideration, unless stated below or with your consent:  
 

• Subsidiaries and Affiliates. We may disclose Personal Information about you to our subsidiaries 
and affiliates. 

 
• Service Providers and Contractors. To help us provide the Services, we may share your Personal 

Information with our service providers, contractors, and other third parties we use to support our 
business and who will safeguard your Personal Information in accordance with this Privacy Policy. 
Such third parties may help us with providing customer service, maintaining and analyzing data, and 
sending customer communications on our behalf. 

 
• Marketing Partners. We may share your Personal Information with entities that perform marketing 

and/or data aggregation services on our behalf, or with whom we have joint marketing arrangements. 
 

• Advertising Partners. We may share your Personal Information with third-party advertising partners, 
including but not limited to Google Display Advertising and Remarketing services. These advertising 
partners may use first- and third-party cookies together to inform, optimize, and serve ads based on 
your past visits to the Services. These advertising partners may use this information (and similar 
information collected from other services) for purposes of delivering personalized advertisements to 
you when you visit digital properties within their networks, commonly referred to as “interest-based 
advertising.” 

 
• Analytics Partners. We may use analytics-based technologies to assist with personalization, 

advertising, and marketing. These technologies may capture how you interact with the Services 
through behavioral metrics, heatmaps, and session replay to improve and market our products and 
services.  

 
• Payment Processors. We may disclose certain Personal Information to financial institutions as 

necessary for the Services.  
 

• Authorized Representatives. If another individual is managing your account with us or your email 
account that the Services connect to on your behalf (for example, a spouse managing the account of 
the other spouse), as authorized by you or as a personal representative under applicable law, that 
person may view all Personal Information about you on the Services. 

 
• In the Event of Merger, Sale, Divestitures, or Change of Control. We reserve the right to transfer 

Personal Information to a buyer or other successor in interest that acquires rights to that information 
as a result of a merger, divestiture, restructuring, reorganization, dissolution, or other sale or transfer 
of us or substantially all of our assets, whether as a going concern or as part of bankruptcy, 
liquidation, or similar proceeding, in which Personal Information held by us about you is among the 
assets transferred.  

 
• With Your Consent. We may share your information for other purposes pursuant to your consent or 

at your direction.  
 

• Other Disclosures. We may disclose your Personal Information if we have a good faith belief that 
disclosure of such information is helpful or reasonably necessary to: (i) conform to legal 
requirements and comply with any court order, law, or legal process, including responding to any 



government, law enforcement, or regulatory request; (ii) enforce the Terms of Use, other 
agreements, including between you and us, and any other documents included or referenced in the 
Terms of Use (all of which are incorporated into and made a part of this Privacy Policy by reference); 
(iii) fulfill the purpose for which you provide the Personal Information; (iv) detect, prevent, or 
otherwise address fraud or security issues; or (v) protect against harm to our, your, or third parties’ 
rights, property, or safety.  

• Non-Personally Identifiable Information. We may analyze your information in aggregate form to 
operate, maintain, manage, and improve the Services. We may share non-personally identifiable 
information about usage of the Services (including aggregate data) with third parties, including our 
affiliates, agents, and business partners, for their own use, in a de-identified form. 

• Publicly Posted Information. If you voluntarily post Personal Information to public areas of the 
Services, that information may be available to other Service users. 

4.  How Do We Secure Your Personal Information? 

We use commercially reasonable technical, administrative, and physical security measures designed to 
protect Personal Information collected via the Services.  

We cannot guarantee that any information, during transmission through the Internet or while stored on our 
systems or otherwise in our care, will be absolutely safe from unauthorized access or use (e.g., by hackers). 
You use the Services, and send us information, at your own risk. 

If you create an account on the Services, you are responsible for maintaining the strict confidentiality of your 
account password, and you shall be responsible for any activity, including disclosure of your Personal 
Information, that occurs using your account credentials, whether or not you authorized such activity. Please 
notify us of any unauthorized use of your password or account or any other breach of security. 

5.  Cookie Policy: How Do the Services Use Cookies and Other Tracking Technologies? 

We, and/or our service providers or partners on our behalf, may use tracking technologies, which may run on 
your device and/or browser when you use the Services. These technologies enable us to assign a unique 
number to your computer or device and to relate information about your use of the Services and other 
information about you, including Personal Information. These technologies also enable us to recognize you 
when you access our Services using different web browsers or devices. 

Types of Tracking Technologies: These tracking technologies may include: 

Cookies. These are small pieces of text that are provided by most web sites and stored by your web 
browser on the computer, phone, or other device that you are using. Cookies serve many purposes, 
such as helping a web site remember your preferences, learning which areas of a web site are useful 
and which areas need improvement, and providing you with targeted advertisements or personalized 
content. Sometimes, cookies are enabled when pixels (see below) are placed on a web site. Cookies 
can be first-party or third-party. A first-party cookie is one that you receive directly from The 
Associated Press when visiting our Services. A third-party cookie is one that you receive from 
another party. Please note, we do not control what third parties do on other web sites. We may work 
with certain third-party providers to permit their cookies to function through our Services so we can 
learn more about your web experience on our Services and better personalize our Services for you. 



 
Pixels. Also called web beacons, clear GIFs, and tags, pixels are one-pixel transparent images that 
are located on web pages or messages. Pixels track whether you have opened web pages or 
messages. They enable web sites to read and place cookies. 
 
Software Development Kits (SDKs). SDKs are pieces of code provided by our digital vendors (such 
as third-party advertising companies, ad networks, and analytics providers) that may be in our 
mobile app to collect and analyze certain device and user data.  
 
JavaScript. This is a programming language that can be used to write trackers that, when embedded 
into a page, allow us to measure how you interact with our web site and other web sites.  
 
Device Identifiers. These are identifiers that are stored directly on a device and are unique to that 
specific device.  

How We May Use Tracking Technologies: Circumstances in which we may deploy tracking technologies 
include: 

• We may use cookies or local shared objects, such as “Flash cookies.” Cookies are small packets of 
data that a web site stores on your computer’s or mobile device’s hard drive (or other storage 
medium) so that your computer will “remember” information about your visit. We use both first- and 
third-party session cookies and persistent cookies. Session cookies make it easier for you to 
navigate our Services; a session ID cookie expires when you close your browser. A persistent cookie 
remains on your hard drive for an extended period of time or until you delete them. You can remove 
persistent cookies by following directions provided in your web browser’s “help” file. To the extent 
we provide a log-in portal or related feature on our Services, persistent cookies can be used to store 
your passwords so that you don’t have to enter it more than once. Persistent cookies also enable us 
to track and target the interests of our visitors to personalize the experience on our Services. Similar 
to many other  web sites, if you have enabled cookies in your browser, we, independently and 
through enabled third-party tools and programs, may collect certain technical information using 
cookies, such as originating IP address, browser type, browser language, how a user got to the 
Service (i.e., the URL of the last  web site you visited), the next  web site the user visits, what pages 
are visited, the length of each site visit, and the date and time of the user’s visit. This information 
helps us track trends and improve user experiences when using the Services. 

• HTML5 may be used to store information on your computer or device about your Service usage 
activities. This information can be retrieved by us to determine how our Services are being used by 
our visitors, how our Services may be improved, and to customize our Services for our users. 

• We may send instructions to your computer or device using JavaScript or other computer languages 
to gather the sorts of information described above and other details about your interactions with the 
Service. 

• We use Meta Pixel and Google Pixel to understand how our web site, services, and products perform, 
how you use them, and to serve you with ads on third-party web sites and social networking sites. 
These pixels may collect certain limited information such as your IP address, browser/device type, 
and the pages you visit on our Services. This data is stored and processed by Meta and Google, as 
applicable. For information about how Meta may use this data, please visit Meta’s Privacy Policy at 
https://www.facebook.com/privacy/policy/. For information about how Google may use this data, 
please visit https://www.google.com/policies/privacy/.  

How You Can Manage Tracking Technologies:  

https://www.facebook.com/privacy/policy/
https://www.google.com/policies/privacy/


• A cookie banner will be displayed to users of our Services who are located in the European Economic 
Area (“EEA”) or the United Kingdom (“UK”), which will invite users to give their consent, where 
applicable, and will provide further options for the management of tracking technologies.  
 

• For residents of certain countries and states, in Your Privacy Choices, you may choose not to allow 
certain types of tracking technologies (which may impact your experience of the Services). You can 
access Your Privacy Choices by going to our web site’s navigation menu (the three-line menu in the 
upper left corner of our web site), then scrolling down to and clicking on “Your Privacy Choices.”  
 
You can manage SDKs in your mobile app’s settings. If you choose to change your settings, you may 
find that certain functions and features will not work as intended on the Services.  

• You can manage web site cookies in your browser settings. If you choose to change your settings, 
you may find that certain functions and features will not work as intended on the Services. All 
browser settings are slightly different, so to manage cookies, you should refer to the relevant settings 
within your browser. Please click below for detailed information on how to disable and delete 
cookies in some commonly used browsers: 

o Mozilla Firefox: https://support.mozilla.org/en-US/kb/delete-cookies-remove-info-web sites-
stored 

o Microsoft Internet Explorer: https://support.microsoft.com/en-us/help/17442/windows-
internet-explorer-delete-manage-cookies#ie=ie-11 

o Microsoft Edge: https://support.microsoft.com/en-
us/search?query=edge%20clear%20cookies%20and%20cache 

o Google Chrome: https://support.google.com/accounts/answer/61416?hl=en  
o Safari Mac: https://support.apple.com/guide/safari/manage-cookies-sfri11471/mac  
o Safari iPhone, iPad, or iPod Touch: https://support.apple.com/en-us/HT201265 

 

6.  Links and Connections to Third-Party Services 

Social Networks. We maintain a presence on social media and other external platforms, such as Facebook 
and Twitter. We may occasionally incorporate third-party social networking features into the Services. This 
Privacy Policy applies to our use of Personal Information you submit to us through those platforms, but 
please note that it does not apply to what those third-party platforms do with your Personal information. 

The Services may allow you to share Personal Information with us that you have already provided to a third-
party social networking platform. For example, you may be able to create an account on the Services or log in 
to the Services using your Facebook account or other third-party credentials. If you do so, Personal 
Information or other data that you have provided to the third party may be made available to us by that third 
party subject to its own privacy policy, terms, and conditions. Privacy policies of social networks and other 
external platforms explain how those third parties use, protect, and share your information, including any 
information you share on those platforms from the Services, and we encourage you to read these privacy 
policies. The information we receive from these platforms may depend on your privacy settings. 

We may also include tools in the Services that allow you to share or publicly post content from the Services 
to your profile on a third-party social network. You may choose to share information about your activities on 
the Services with such third-party platforms and their users, including publishing your information about 
what content you may have viewed on the Services. If you visit the Services while logged into certain social 
media platforms, the social media platform may be able to identify your browser and associate the technical 
information provided by your web browser with other information that they have already collected about you, 

https://support.mozilla.org/en-US/kb/delete-cookies-remove-info-web%20sites-stored
https://support.mozilla.org/en-US/kb/delete-cookies-remove-info-web%20sites-stored
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https://support.microsoft.com/en-us/help/17442/windows-internet-explorer-delete-manage-cookies#ie=ie-11
https://support.google.com/accounts/answer/61416?hl=en
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which may result in their ability to identify you. In addition, when you choose to share information about your 
activities on the Services with certain social media platforms, AP may send technical information about you 
to that platform as well as information about what content you are viewing. 

Third-Party Web Sites and Content. The Services may allow access to third-party content and services, 
such as via links, banners, widgets, or advertisements that lead to third-party web sites (“Third-Party Web 
Sites”). We are not responsible for these other web sites or services. You acknowledge and agree that the  
privacy policies and terms of use posted by such Third-Party Web Sites (and not AP’s Privacy Policy and 
Terms of Use) will govern the collection and use of your information through them.  

 

For example: 

o The Services utilize YouTube’s API Services. When you engage YouTube’s content and services 
through our Services, YouTube’s Terms of Service and Google’s privacy policy controls shall apply. 
 

o We use JW Player to serve video across the Services. Information about the data collected via the JW 
Player can be found in JWP’s Privacy Policy. 
 

o The Services may use Hearken’s services to learn more about users of our Services. Information 
about Hearken’s privacy practices can be found in Hearken’s Privacy Policy.     
 

o The Services may provide content from a third-party affiliate through AP Buyline, which is created 
and managed independently by Taboola Turnkey Commerce, separate from the AP newsroom. If you 
engage with content on AP Buyline, you are subject to AP Buyline’s privacy policy found here.  
 

o The Services may provide content from another content affiliate, Data Skrive. If you engage with that 
content, you will be subject to Data Skrive’s privacy policy found here.  

We encourage you to read the privacy statements of services visited through the Services or web sites visited 
after leaving the Services to learn about how your information is treated by others. 

Co-Sponsored Content. The Services may contain certain co-sponsored content, and you may be requested 
to provide additional Personal Information to the co-sponsor of such content. The information practices of 
any third-party co-sponsors are governed by their own privacy policies and are not covered by this Privacy 
Policy. 

Third-Party Analytics Providers. We use one or more third-party analytics services to evaluate your use of 
the Services by compiling reports on activity (based on their collection of information such as IP addresses, 
Internet service provider, browser type, operating system and language, referring and exit pages and URLs, 
data and time, amount of time spent on particular pages, what sections of the Services you visit, number of 
links clicked, search terms, and other similar usage data) and analyzing performance metrics. These third 
parties use cookies and other tracking technologies to help collect, analyze, and provide us with reports or 
other data. These third-party analytics services include: 

▪ Google Analytics. We use Google Analytics on the Services to help us analyze the traffic on the 
Services. For more information on Google Analytics’ processing of Personal Information, please see 
here. You may opt out of the use of Google Analytics here.  

▪ Scorecard. We use Scorecard to measure digital consumption behavior data, which may include 
information about online activities, and video streaming activities, among other activities, as part of 

https://www.youtube.com/t/termsterms
http://www.google.com/policies/privacy
https://jwplayer.com/legal/privacy/
https://wearehearken.com/privacy-policies/
https://apnews.com/buyline-personal-finance/
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https://dataskrive.com/privacy-policy/
http://www.google.com/policies/privacy/partners/
https://tools.google.com/dlpage/gaoptout


its broad market research efforts. For more information regarding Scorecard’s privacy practices 
please visit here. 

▪ Parse.ly. We use Parse.ly to assess content performance. For more information regarding Parse.ly’s 
privacy practices, please visit here.  

▪ ComScore. We use Comscore to assess the performance of our Servies. For information about 
ComScore’s privacy practices, please visit here. 

For US Residents: By accessing and using the Services, you consent to the processing of data about you by 
these analytics providers in the manner and for the purposes set out in this Privacy Policy.  

For Residents Outside the US: A cookie banner will be displayed to users of our Services located outside the 
US, which will invite users to give their consent, where applicable, and will provide further options about the 
management of cookies. 

For more information on these third-party analytics providers, including how to opt out from certain data 
collection, please visit the web sites and opt out via each providers’ privacy policies. You may also take steps 
to opt out via the methods listed in this Privacy Policy. Please be advised that if you opt out of any third-party 
data collection, you may not be able to use the full functionality of the Services.  

Third-Party Ad Servers and Networks. We use third-party advertising companies to serve ads when you visit 
the Services. When you view an advertisement, whether or not you click on it, the advertiser, advertising 
technology companies, web analytics companies, and service providers that perform advertising-related 
services for us and our business partners may collect some information from or about you. These companies 
may use information about your visits to the Services, the geographic location where your IP address 
indicates you are located, and other information about you to provide advertisements about goods and 
services of interest to you. These advertisements may appear in our Services and on other online properties 
or mobile applications. These companies may employ tracking technologies to cause relevant ads to be 
displayed to you. We do not control any such tracking technologies employed by these third parties that may 
appear in our Services or other online properties or mobile applications. The information practices of these 
third parties are governed by their own privacy policies and are not covered by this Privacy Policy. 

For US Residents: By accessing and using the Services, you consent to the processing of data about you by 
these advertising providers in the manner and for the purposes set out in this Privacy Policy. 

For Residents Outside the US: A cookie banner will be displayed to users of the Services who are located 
outside the US, which will invite users to give their consent, where applicable, and will provide further 
options in respect of the management of cookies.  

For more information about third-party advertisers: 

For more information about third-party advertisers and how to prevent them from using your information, 
please visit the Network Advertising Initiative’s Consumer Opt-Out Page available here. 

To opt out of interest-based advertising by participating Digital Advertising Alliance members:  

• For US residents, please go to: https://optout.aboutads.info/ 
• For Canadian residents, please go to: https://youradchoices.ca/choices 
• For residents of the EU, Switzerland and the UK, please go 

to: https://www.youronlinechoices.eu/ 

https://www.scorecardresearch.com/privacy.aspx#sec5
https://wpvip.com/privacy/
https://www.comscore.com/About/Privacy-Policy
https://optout.networkadvertising.org/?c=1
https://optout.aboutads.info/
https://youradchoices.ca/choices
https://www.youronlinechoices.eu/


You may also visit the web sites of the third parties set forth below. Please note that this list may be subject 
to change based on the campaigns that we run. 

• Connatix: https://www.connatix.com/privacy-policy 
• Taboola: https://www.taboola.com/policies/privacy-policy or Taboola’s Trust Center 

at: https://help.taboola.com/hc/en-us/articles/360004904154-Taboola-s-Trust-Center 
• Nativo: https://www.nativo.com/about/adchoices 
• Google Publisher Tags: https://support.google.com/admanager/answer/7678538?hl=en 
• Google Ad Settings: https://adssettings.google.com/anonymous?ref=mac-hub&hl=en 
• Verve: https://verve.com/privacy-policy/ 
• Smaato: https://www.smaato.com/privacy/ 
• Wunderkind: https://www.wunderkind.co/privacy/ 
• Pubmatic: https://pubmatic.com/legal/opt-out/ 
• OpenX: https://www.openx.com/privacy-center/privacy-policy/ 
• Sovrn: https://www.sovrn.com/privacy-policy/privacy-policy/ 
• Comscore: http://www.scorecardresearch.com/preferences.aspx (to opt out of data collected 

by Comscore globally) or https://optout.aboutads.info/?c=2&lang=EN (to opt out of Comscore’s 
sharing for Internet-Based Advertising purposes) 

• LiveIntent: https://www.liveintent.com/services-privacy-policy/ 

• InMobi: https://www.inmobi.com/privacy-policy 

In some instances, we collect data and work with third parties to show you personalized ads of behalf of our 
advertisers. For example: 

• LiveRamp. To opt out of LiveRamp, please visit here.  
 

• Meta Pixel and Google Pixel. As detailed above (see Section 5 of this Privacy Policy), we use Meta 
Pixel and Google Pixel to better measure, optimize, and retarget our marketing campaigns. For 
information on Meta’s use of personalized ads, please visit here. For information on Google’s use of 
personalized ads, please visit here. 
 

• Cross-App Advertising on Mobile Apps. You can opt out of having your mobile device IDs used for 
certain types of interest-based mobile advertising (also called “cross-app advertising”), including by 
accessing the settings on your Apple or Android mobile device. For more detailed instructions on 
opting out of mobile device tracking, please visit here. 

Please note that if you opt out of any third-party data collection described in this section, we may still 
suggest offerings (including content sponsored by third parties) to you on our Services based on your history 
or your account preferences. 

 

7.  Do Not Track Disclosures 

Some web browsers may transmit “do-not-track” (“DNT”) signals to mobile applications with which the user 
communicates. We currently do not change our tracking practices (which are explained in more detail under 
“Service Usage Information” above) in response to DNT settings in your web browser. 

8.  Opt Out of E-mail Marketing 

https://www.connatix.com/privacy-policy
https://www.taboola.com/policies/privacy-policy
https://help.taboola.com/hc/en-us/articles/360004904154-Taboola-s-Trust-Center
https://www.nativo.com/about/adchoices
https://support.google.com/admanager/answer/7678538?hl=en
https://adssettings.google.com/anonymous?ref=mac-hub&hl=en
https://verve.com/privacy-policy/
https://www.smaato.com/privacy/
https://www.wunderkind.co/privacy/
https://pubmatic.com/legal/opt-out/
https://www.openx.com/privacy-center/privacy-policy/
https://www.sovrn.com/privacy-policy/privacy-policy/
http://www.scorecardresearch.com/preferences.aspx
https://optout.aboutads.info/?c=2&lang=EN
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https://thenai.org/opt-out/mobile-opt-out/


You can opt out of our promotional e-mails by clicking the opt-out/unsubscribe link within the e-mail you 
receive. Please understand that it may take us a few days to process any opt-out request, and that even if you 
opt out of receiving promotional correspondence from us, we may still contact you in connection with your 
relationship, activities, transactions, and communications with us. 

 

9.  Your Personal Information Rights and Choices 

A.  Notice to California Residents 

The California Consumer Privacy Act (“CCPA”), as amended by the California Privacy Rights Act (“CPRA”), 
provides California residents with certain rights regarding their personal information and requires businesses 
to provide residents with information about the collection and use of their personal information: 
 

• For information about opting out of the sale and sharing of personal information for targeted ads, 
please go to “Your Privacy Choices” in the web site menu in the upper left corner of the web site or 
footer of the web site.  

• For information about accessing, correcting, or deleting personal information, go here.  
• For information about categories of personal information we may disclose, go to Section 3 “With 

Whom Do We Share Personal Information We Collect?”  
• For information about our retention of your personal information, go to Section 12 “Data Retention.”  
• To opt out of the sale or sharing of your personal information, go here.  
• For information about the categories of personal information we collect and the purposes for which 

we use it, please see the table below: 
 

Categories of 
Personal 
Information*  

Examples of Personal 
Information* 

Source(s) Purpose(s)** 

Contact 
Information, 
Account 
Information  

Name, email address, 
phone number, address, 
password 

User Provided 
 

Providing the Services 
Monitoring the Services 
Responding to Inquiries and Fulfilling 
Requests 
Communicating with You 
Improving the Services 
Personalizing the Services.  
Advertising and Marketing to You 
Providing Customer Service 
Supporting Business Operations 
Enforcing Agreements 
Safety and Security 
Fulfilling Other Purposes 

Donation 
Information*** 

Name, country, postal 
code, donation amount, 
and financial or bank 
information (processed 
and stored by our payment 
processor, Stripe, 
https://stripe.com/privacy) 

User Provided Facilitating Donations 
Personalizing the Services 
Advertising and Marketing to You 
Safety and Security 

User-
Generated 

Information, content, or 
comments that you submit 

User Provided Providing the Services 

https://privacyportal.onetrust.com/webform/9efcd77d-fbf7-40b0-a4b6-8fe108d3d374/32b3f960-c18a-4dad-96b3-28213a220bd8
https://privacyportal.onetrust.com/webform/9efcd77d-fbf7-40b0-a4b6-8fe108d3d374/766ad301-0e47-4688-b35c-08a0bd369481
https://stripe.com/privacy


Content, 
Feedback 

to us, such as comments, 
photos, videos, audio, and 
text, whether submitted 
through online forms or 
social media platforms, by 
email, by phone, by mail, in 
surveys, or otherwise. 

Responding to Inquiries and Fulfilling 
Requests 
Communicating with You 
Improving the Services 
Personalizing the Services 
Advertising and Marketing to You 
Providing Customer Service 
Supporting Business Operations 
Enforcing Agreements 
Safety and Security 
Fulfilling Other Purposes  

Internet and 
Service Usage 
Information, 
Device 
Information 
and Identifiers 

IP address (which we may 
associate with your domain 
name or that of your 
Internet access provider or 
wireless carrier, and your 
location); unique ID 
number associated with 
your device; other unique 
identifiers such as 
advertising identifiers; web 
browser and operating 
system information; 
language of your device; 
wireless connections you 
are using; referring page 
that linked you to us; your 
activities, including 
browsing and transaction 
history; Pages, content, 
and ads you view or click 
on during your use of the 
Services, and when and for 
how long you do so; the 
next web site you visit after 
leaving our web site; and 
search terms you enter on 
the Services or a referral 
site. 

Automatically 
Collected 

Providing the Services 
Monitoring the Services 
Improving the Services 
Personalizing the Services 
 
Advertising and Marketing to You 
Supporting Business Operations  
Enforcing Agreements 
Safety and Security 
Fulfilling Other Purposes 

Location Data Geographic location of 
your mobile device (a 
“Mobile Service”) if you 
have consented to location 
services generally through 
your device’s settings or 
accepted our request for 
geolocation access.  
 

Automatically 
Collected 

Providing the Services 
Monitoring the Services 
Improving the Services 
Personalizing the Services 
Advertising and Marketing to You 
Supporting Business Operations  
Enforcing Agreements 
Safety and security 
Fulfilling Other Purposes  

Information 
from Public 
and 

This information may be 
obtained online, offline, or 
through publicly available 
resources. We may 

Provided by 
Third Parties 
(such as our 
affiliates, 

Providing the Services 
Monitoring the Services 
Improving the Services 
Personalizing the Services 



Commercial 
Sources 

combine this information 
with information you 
provide and other data we 
already have about you. 

business 
partners, 
service 
providers, and 
other third 
parties) 

Advertising and Marketing to You 
Supporting Business Operations 
Enforcing Agreements 
Safety and security 
Fulfilling Other Purposes  
 

Social Media 
Information 

The information we may 
receive from these third 
parties is governed by the 
privacy settings, policies 
and/or procedures of the 
applicable platforms. 

Provided by 
Third Parties 
(social media 
platforms 
when you 
interact with 
us on those 
platforms or 
access our 
social media 
content) 

Providing the Services 
Monitoring the Services 
Improving the Services 
Personalizing the Services 
Advertising and Marketing to You 
Supporting Business Operations 
Enforcing Agreements 
Safety and security 
Fulfilling Other Purposes  

 
 

* For additional information about the categories of personal information we collect, go to Section 1 
“What Personal Information May We Collect?” 

** For additional information about the purposes for which we collect personal information, go to 
Section 2 “How May We Use Your Personal Information?”  

*** Financial and bank information required when making donations may be considered “sensitive” 
under certain laws, and we process this information in accordance with applicable laws.  

 
California’s Shine the Light Law: Pursuant to Section 1798.83 of the California Civil Code, residents of California 
have the right to obtain certain information about the types of Personal Information that companies with 
whom they have an established business relationship (and that are not otherwise exempt) have shared with 
third parties for direct marketing purposes during the preceding calendar year, including the names and 
addresses of those third parties, and examples of the types of services or products marketed by those third 
parties. If you wish to submit a request pursuant to Section 1798.83, go here. 

B. US Residents 

Residents of certain US States have state-law rights regarding use of their Personal Information. While some 
of these laws may not apply to not-for-profit organizations, we permit residents of these states to exercise similar 
control over their Personal Information. If you are a resident of a US state that does not currently have applicable 
laws in effect, you may not be able to make these privacy choices at this time, but your ability to do so may 
change as data privacy laws change.   

• Opt Out of Sale of Personal Information and Sharing/Processing for Targeted Ads. For 
California, Colorado, Connecticut, Utah, and Virginia Residents Only. 
 
Tracking Technologies. To opt out of the sale or sharing/processing of your Personal Information 
for targeted ads for the site/app on your browser/device via tracking technologies, go to “Your 
Privacy Choices” on our web site, which you can access by going to the navigation menu (upper left 
corner of our web site), then scrolling down to and clicking on “Your Privacy Choices.” When opt-out 

https://privacyportal.onetrust.com/webform/9efcd77d-fbf7-40b0-a4b6-8fe108d3d374/766ad301-0e47-4688-b35c-08a0bd369481


preference signals are detected, they will be honored. As you make your privacy choices, please 
keep in mind the following: 

 
o If you decide not to allow the sale of Personal Information or sharing/processing of 

Personal Information for targeted ads, you will continue to see ads, but they may be less 
relevant or based only on information that we collect directly from your use of the 
Services. 

o Choices related to tracking technologies (including cookies and device identifiers) are 
specific to the site/app on the browser/device where you are making the selection, 
meaning that you must make Your Privacy Choices selections on each site/app on each 
browser/device you use to access our web site.  

o You must renew your selections for Your Privacy Choices each time you clear your 
cookies.  
 

Name, Email, and Associated Personal Information (“Do Not Sell or Share/Process My 
Personal Information for Targeted Ads”). We do not sell your Personal Information in exchange for 
monetary consideration. Our use of certain technologies described in this Privacy Policy may be 
interpreted as sharing your Personal Information for targeted advertising. You can opt out of the use 
of your name, email, and other associated Personal Information for targeted advertising activities by 
completing and submitting our Do Not Sell or Share/Process My Personal Info Form.  
 

• Access, Correct, or Delete Personal Information. For California, Colorado, Connecticut, Utah, 
and Virginia Residents Only. 
 
Residents of states with relevant laws may make the following requests regarding use of Personal 
Information: 

 

o Request to Access Information.  You may request that we confirm whether we are 
collecting or processing your Personal Information. Depending on relevant law, you may 
ask us to provide access to certain information we hold about you, in some cases in a 
portable format, if technically feasible.   
 

o Request to Delete Information. You may request that we delete your Personal 
Information that we have collected from you. We will honor your request to the extent 
we are able to, but please not that we may have reason to deny or limit your request, 
such as a legal obligation to retain information or to provide goods or services that you 
have requested.  

 
o Request to Correct Personal Information. You may request that we maintain accurate 

Personal Information about you and correct any inaccuracies in your Personal 
Information that we have collected from you, subject to exceptions within the law.  
 

o Request to Limit Use and Disclosure of Sensitive Personal Information. California 
law permits residents to limit the use or disclosure of their “Sensitive Personal 
Information” as defined under relevant law. We generally do not collect or process 
Sensitive Personal Information. In the event we do process Sensitive Personal 
Information, we will not use or disclose it other than for disclosed and permitted 
business purposes as allowed under relevant law.  

 
To make a request to access, correct, or delete your Personal Information, you may make this 
request here.  

https://privacyportal.onetrust.com/webform/9efcd77d-fbf7-40b0-a4b6-8fe108d3d374/766ad301-0e47-4688-b35c-08a0bd369481
https://privacyportal.onetrust.com/webform/9efcd77d-fbf7-40b0-a4b6-8fe108d3d374/32b3f960-c18a-4dad-96b3-28213a220bd8


Authorized Agent. Depending on relevant law, you may authorize another person (your “agent”) to 
submit a request on your behalf.  

Processing Requests.  Once you submit your request, we will contact you with instructions for 
how to verify the request. We strive to complete verified requests as soon as reasonably practicable 
and consistent with relevant law. Please note that it may take additional time to verify and fulfill 
agent-submitted requests. Also note that many of the above requests are subject to exceptions 
and limitations.  

Nondiscrimination. We will not discriminate against (as defined in relevant laws) you because you 
exercise any of your privacy rights or choices contained in this Privacy Policy.  

 

C.  Residents Outside the US 

Residents of some countries outside the US, such as the EEA and the UK, have the rights, in certain 
circumstances, to: (i) require us to delete your Personal Information, (ii) require us to restrict processing of 
your Personal Information (also referred to as Personal Data) (for example, if you contest the accuracy of that 
information), (iii) receive a copy of the Personal Information you provided to us in a structured, commonly 
used, and machine-readable format and/or instruct us to transmit that data to a third party, and (iv) object to 
our continued processing of your Personal Information, for direct marketing (including profiling) or other 
purposes. If you reside in one of these countries, you can exercise these rights here.   

You may object to Personal Information processed pursuant to our legitimate interest (see Section 10 for 
information about our legitimate interest as a legal basis). In such case, we will no longer process your 
Personal Information unless we can demonstrate appropriate, overriding legitimate grounds for the 
processing or if needed for the establishment, exercise, or defense of legal claims. You may also object at 
any time to processing of your Personal Information for direct marketing purposes. You may make these 
objections here.  

You may also object at any time to processing of your Personal Information for direct marketing purposes by 
clicking “Opt Out” or “Unsubscribe” within an automated marketing email. In such case, your Personal 
Information will no longer be used for that purpose. 

D.  Ad Blocking Recovery 

We use data to support digital advertising activities on our Services that help us bring AP’s fast, accurate and 
unbiased news to you at no cost. We respect our users’ desire to limit the ads they receive. For instance, you 
may be able to limit your receipt of targeted ads (see above in Section 9). We also want you to be aware that, 
if you use an adblocker, the adblocker’s default settings could include your provision of consent to ads that 
meet certain standards, which may include some of the ads we serve through our Services. To change that 
setting, please go to your adblocker's settings. 

10.   What Is Our Legal Basis for Use of Your Personal Information? 
 
The laws of some jurisdictions, such as the EEA and the UK, require us to tell you about the legal basis for using, sharing, 
or disclosing your Personal Information. To the extent those laws apply, we may rely on the following legal bases: 

• Consent - The consent you provide to us at the point of collection of your Personal Information. Where we 
rely on this basis, you have the right to withdraw your consent at any time (see Your Personal Information 
Rights and Choices in Section 9). 

https://privacyportal.onetrust.com/webform/9efcd77d-fbf7-40b0-a4b6-8fe108d3d374/32b3f960-c18a-4dad-96b3-28213a220bd8
https://privacyportal.onetrust.com/webform/9efcd77d-fbf7-40b0-a4b6-8fe108d3d374/32b3f960-c18a-4dad-96b3-28213a220bd8


• Contract - The performance of a contract we have with you. 
• Legal Obligation - The compliance with a legal obligation to which we are subject. 
• Legitimate Interest – Where use of your Personal Information is necessary for our or third parties’ 

legitimate interests and where the use is not outweighed by your rights and interests. Legitimate interests 
include: providing the Services; improving the Services and developing new ones; recognizing and better 
understanding our users; conducting security and fraud-prevention activities; marketing and promoting 
our content and Services; conducting compliance and risk-management activities; ensuring the network 
and information security of our systems.  

11. Children’s Privacy 

We care about protecting the privacy of children. You must be at least eighteen (18) years of age to submit 
any User Content or personal information on or through the Services, register for an account, or purchase 
any goods or services. If you are between the ages of thirteen (13) and 18, you may view the Services with the 
consent of your parent or legal guardian, provided that you do not engage in any of the activities prohibited in 
the prior sentence. We do not knowingly collect personal information of individuals under the age of 18. If we 
learn that we have collected personal information from a child under 18, we will delete it in accordance with 
applicable law. If you have reason to believe that a child under the age of 18 has provided personal 
information to us, please contact us at privacy@ap.org, and we will endeavor to delete that information from 
our databases. 

12. Data Retention 
 
We will retain your personal information while you have an account with us. If you do not have an account 
with us, or if your account terminates for any reason, we will retain your personal information for as long as 
we have a legitimate need to retain it. Thereafter, we will either delete your personal information or de-
identify it so that it is anonymous and not attributed to your identity. 
 
13. Contact Us 

To submit requests to Opt Out of Sale and Sharing/Processing of Personal Information for Targeted Ads and 
Requests to Access, Correct, or Delete Personal Information, whether for yourself or as an authorized agent, 
please follow the instructions provided in the “Your Personal Information Rights and Choices” section of this 
Privacy Policy. Alternatively, you may contact us by phone at 212.621.1599.  

If you have any questions or comments regarding our privacy practices, you may contact us as follows: 

By email:  Privacy@ap.org  

New York Office:  The Associated Press, 200 Liberty Street, New York, NY 10281 
212.621.1599 or 212.621.1500 
 

London Office:   The Associated Press Television News Limited, The Interchange, Oval 
Road, Camden Lock, London, NW1 7DZ 
(44-20) 7482-7400  

We aim to resolve any query or concern you may raise about our use of your information. Please note that 
individuals located in some other countries, such as the EEA or the UK, have the right to lodge a complaint 
with an applicable supervisory authority. 

mailto:privacy@ap.org
mailto:Privacy@ap.org
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